
March 28, 2025  

 

To whom it may concern  

 

 

Regarding the Production and Shipment Status of our Indonesian Subsidiary 

Affected by Ransomware (Second Report) 

As announced in the "Notification Regarding Ransomware Attack at our Indonesian 

Subsidiary (First Report)" dated March 4, 2025, we have been hit by a ransomware attack 

in which some of our servers are encrypted. We deeply apologize for any concern this 

may have caused. We would like to report on the status of our response after that.  

 

1. Status of Production and Shipment  

Currently alternative operations have been established, and production and shipping 

operations can be carried out as usual. As a result, we expect to be able to respond without 

significantly impacting the delivery and service provision to our business partners.  

 

2. Information that may be leaked  

Although we have not confirmed the fact of leakage of information stored in the system 

so far, the risk of leakage cannot be ruled out, so we will continue to identify and monitor 

such information.  

 

３. Future Response   

We will continue to work with external experts and others to take measures to fully restore 

the system and strengthen security measures. We will promptly provide updates via our 

website and other channels, as soon as there are any new developments. 

End of Document 

 

 

Inquiry Recipient 

Kazumitsu Abe Director and General Manager of Administration Division 

Telephone:+81-3-3491-1265 

 

 


