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To All Concerned Parties  

Company Name: Teraoka Seisakusho Co., Ltd.  

Representative Director and President: Keishiro Teraoka  

Contact: Director and General Manager of Administration Division: Kazumitsu Abe  

Phone: 03-3491-1265 

 

Notification Regarding Ransomware Attack at Indonesian Subsidiary (First Report)  

We would like to report that a ransomware attack has occurred at PT.TERAOKA 

SEISAKUSHO INDONESIA (hereinafter referred to as “PTI”), a consolidated  manufacturing 

subsidiary of our company, in which some of the  servers used at PTI have been encrypted. 

 In order to cope with this incident, we have set up a task force and are working with external 

experts to investigate the scope of the impact and take recovery measures. It is expected to take 

some time to grasp the full extent of the damage, but we would like to report the details known 

at this time as follows;  

We sincerely apologize to our business partners and related parties for the significant concern 

and inconvenience caused.  

 

１．Incident Overview 

 On Monday, March 3, 2025, it was confirmed that various files stored on some servers of PTI 

have been encrypted. An investigation was immediately launched in cooperation with external 

experts, and set up an emergency task force. 

２．Current Status and Future Response  

At present, data on the affected servers remains inaccessible due to such encryption. 

Investigations are underway to determine whether any information has been leaked. At this 

time, there has been no report of similar incidents at other group companies beside PTI.  

 

We are continuing to work with external experts to implement system protection and 

restoration measures.  

 

We are making every effort to minimize any inconvenience to our customers and business 

partners. Should there be any new information concerning the impact on production, 

shipments, or other matters become available, we will promptly provide updates via our 

website and other channels.  

 

End of Document 


